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For a decade, internet activists in Germany have pushed hard for internet policy as a new policy 
paradigm that covers not only technical aspects but the transformative and disruptive power of 
the internet on all parts of society. Recently, the Bundestag established a novel standing com-
mittee of Internet policy and digital society issues, the Digital Agenda Committee (DAC), which 
ostensibly indicated that the new and contested paradigm of internet policy had gained an im-
portant and permanent spot on the political agenda. However, the introduction of the DAC got 
mixed reviews. While some scholars interpret the DAC as an important novel actor of internet 
policy within parliament, journalists, Internet bloggers, and Social Media activists are disappoin-
ted by its limited responsibilities. They lament that most politicians have not grasped the new 
paradigm and its implications. 

Much can be learned by studying how new issues contest established policy paradigms in par-
liaments since these are prominent venues for policy making. In our paper we ask whether the 
DAC matters for parliamentary decision-making processes on Internet policy legislation in Ger-
many and how. Is the Digital Agenda Committee a venue for the new paradigm of internet poli-
cy? Does its creation help parliamentarians to promote this new policy paradigm? We use legis-
lation on data retention as a most likely case for the formation of an internet policy paradigm. In 
a before-and-after case study, we use discourse network analysis to study the effects of com-
mittee jurisdictional changes, related discourses and framing processes, the formation of issue 
coalitions (within and beyond committees) as well as strategies of individual members of par-
liament. By understanding how the respective policy paradigm has been contested we contribu-
te to the more general question whether it got shifted in the direction of a comprehensive inter-
net policy paradigm.

Keywords: Internet Policy, data retention

Introduction
In late 2011 and early 2012, internet activists declared the “birth of internet policy ” in 2

Germany (Spielkamp/Wragge 2012). They took a number of events as indications that the 
transformative power of the internet on all parts of society had gained an important and 
permanent spot on the political agenda in its own right: for instance the electoral success 
of the Pirate Party at the state level in Berlin, massive mobilization against the Anti-Coun-
terfeiting Trade Agreement (ACTA), the negative verdict of the Federal Constitutional Court 
regarding the data retention act, and a commission of inquiry (a so-called Enquete Com-
mission) on the subject of Internet and Digital Society of the German Parliament. This En-
quete Commission recommended to create a permanent committee in parliament on inter-
net policy and digital society in its final report (Bundestag 2013, 41). After the general elec-
tion in 2013, the German Bundestag indeed established a new permanent committee in 
February 2014, the Digital Agenda Committee (DAC).

On the one hand, it seems that the time of internet policy in parliament had come—to pa-
raphrase Kingdon (2003)—and is there to stay. The DAC is a remarkable institutional 
change because it was the first of its kind in the European Union and increased the num-
ber of permanent committees in the German Bundestag from 22 up to 23. On the other 
hand, the DAC does not have the competence to become a responsible committee in the 
legislative process but functions only as an advisory committee. In addition, the window of 

 The German term is: Netzpolitik2
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major attention for internet policy seems to have closed rather quickly as seen for example 
by the rather limited reactions to the disclosures of global surveillance systems by Edward 
Snowden in 2013. Overall, it remains an open question if internet policy has really found a 
permanent place on the parliamentary agenda and thereby in German policymaking yet.

In this paper we focus on the German Bundestag as one important location of the emer-
ging internet policy in Germany. We argue that the introduction of the DAC, i. e. institutio-
nal change, is only one dimension to grasp the state of the evolution of internet policy in 
parliament. Since there is no established theory of how a new policy paradigm emerges 
and gets successfully established, we first discuss insights from a general information-pro-
cessing perspective and propose that either the DAC could be a venue for the internet po-
licy paradigm or the respective change in the policy image or changes in existing policy 
paradigms indicate that a new internet policy paradigm got established. We also assume 
that this is not easily achieved because an emerging policy has to overcome a certain 
amount of friction in a political system. This friction is inter alia created by institutional fac-
tors which are system-specific and cognitive frictions concerning discourses and para-
digms. As a consequence, we have to combine an institutional and a discourse analysis. 
In this section we also briefly discuss whether there already is a internet policy paradigm. 
Second follows a short history of data retention politics in Germany to introduce our case. 
Third we proceed with the empirical analysis that consists of three steps: institutional ana-
lysis, discourse network analysis, and an interaction analysis of strategic choices. At the 
time of writing, the analysis is mostly descriptive.

1 Theoretical perspective: Information-processing, venues, and policy images
How does a new policy paradigm like internet policy get a permanent hold in parliament? 
We use a general information-processing perspective to theoretically grasp the intrusion of 
new issues and policy paradigms (see Jones/Baumgartner 2005; 2012; Baumgartner/Jo-
nes 2009). Internet activists argue that the transformative power of the internet is a new 
phenomenon that has to get recognized by political decision-makers and especially par-
liamentarians. Hence, they implicitly share a problem-solving perspective on parliaments 
(c.f. Adler/Wilkerson 2012). The German Parliament as a transformative legislature (c.f. 
Steffani 1979; Schüttemeyer 1998) can be seen as a problem-solving organization that 
has to process information in order to produce laws as policy solutions. Yet a multitude of 
different issues and social conditions demand the attention of individual members of par-
liament and parliament as an organization. An important boundary of rational problem-sol-
ving is the limited attention of individuals and organizations (Jones/Baumgartner 2005). 
Neither individuals nor organizations can attend to everything at the same time but have to 
prioritize problems.

One organizational solution to process the information of a large number of fairly different 
and complex problems in parliaments is the committee system. It enables parliament in a 
division of labor to process information on many different issues in parallel. As a conse-
quence of this, members of parliament either seek assignment to specific committees be-
cause of their policy-orientation and the respective expertise they already have or—if they 
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get an assignment because of other reasons—gain expertise through committee work. In 
any case, committees are venues where experts for specific issues—out of parliament and 
government or from interest groups in hearings—meet and discuss policy solutions. A spe-
cific committee system should increase the problem-solving capacity of parliament.

Committee jurisdictions are not cut into stone. They can change when perceptions of poli-
cy problems change. Moreover, new issues that arise on the parliamentary agenda have to 
be integrated into the existing system of committees and subcommittees. This can result in 
the jurisdictional expansion or contraction of existing committees or—less often because 
an institutional change implies high transaction costs—the creation of new committees. 
The recommendation of the Enquete Commission “Internet and Digital Society” (Bundes-
tag 2013, 41) followed this line of reasoning. If parliament wants to meet the challenge of 
the complex and novel policy questions regarding the internet, i.e. if it shows itself capable 
of social learning (Hall 1993), it has to increase its problem-solving capacity with a respec-
tive permanent committee.

The context of bounded and not comprehensive rationality for problem-solving is especial-
ly fundamental on the individual level, i.e. in the cognitive dimension. As one conse-
quence, the construction of a policy image  is an important part of information processing 3

(c.f. Baumgartner/Jones 2009, 25–30). Only if a social condition can be seen as something 
that government can and should change, it constitutes a public policy problem and gets 
attention. A policy image guides that attention. It combines empirical information—e. g. 
what kind of information is (or is not) relevant, how is that information to be interpreted, 
what policy instruments are appropriate, what policy outcomes are to be expected—and 
evaluative information—e. g. what is (or is not) acceptable in regard to what values.  Alt4 -
hough experts in a policy network often disagree about policy solutions they tend to share 
a policy image the longer they interact.

When political actors want to promote a new issue they often try to change an existing po-
licy image. In fact, different policy images often compete with each other and political ac-
tors constantly try to manipulate policy images in favor of their interests–although often wi-
thout success. Some issues of internet policy like data protection or intellectual property 
rights have already existed for decades and a number of existing policy subsystems have 
already processed respective information under different policy images or paradigms. 
Hence, established policy paradigms have to be successfully contested and the notion of 
the internet as an all disruptive and transformative power has to be established as a new 
paradigm.

Finally, policy images (cognitive dimension) are related with the question which institutional 
location, i. e. which venue (organizational dimension), gets the authority to discuss and 
decide certain issues. Hence, the assignment to committees in parliament is not only a 
question of expertise as discussed above. It matters if an issue is understood e. g. as a 

 The concept of a policy image in Punctuated Equilibrium Theory corresponds very closely to the concept of 4

a policy paradigm following Peter Hall (1993).
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civil rights or an economic issue and gets assigned to different respective committees be-
cause different groups of experts respond more to some policy images than to others. Po-
licy images and venues interact.

Following this theoretical perspective our analysis proceeds in three steps. First, an institu-
tional analysis of the committee structure in parliament shows if internet policy has found a 
venue with the creation of the DAC. Second, a discourse network analysis is used to figure 
out if the policy image or paradigm of data retention policy has shifted over time in the di-
rection of internet policy. Third, we analyze how parliamentarians which want to promote 
internet policy as a new paradigm strategically act to overcome cognitive, organizational, 
and institutional friction in doing so.

A new internet policy paradigm?

The declaration of the “birth of internet policy in Germany” as quoted in the introduction is 
correct insofar as the term internet policy gained rapid prominence in German media.  Ne-
vertheless–or in part reason for its discursive success, it remains rather unclear what ex-
actly constitutes internet policy. From a policy analysis perspective, it denotes regulatory 
issues–technical and content–regarding the internet. Yet, internet activists argue that the 
internet and digital technologies are not “just new technologies” but lead to as great a 
transformation of all parts of society as the industrial revolution or the invention of letter-
press printing did (Bundestag 2013, 41). They deny that internet issues are primarily tech-
nical, security, or economic problems, and that established regulatory instruments regar-
ding, for example, telecommunications, media, or intellectual property rights work for the 
internet because the very nature of the internet and digital technologies is different. Calling 
into question old way of thinking, they attach to the term internet policy all characteristics 
of a policy paradigm (see Hall 1993, 279).

Yet, this is where agreement ends because there is no consistent positive formulation of 
an internet policy paradigm in Germany. This is prominently apparent from the final report 
of the Enquete Commission on Internet and Digital Society. It does not report final results 
(Bundestag 2013, 4), i.e. a shared understanding of the problems, appropriate instru-
ments, and goals. Instead it points to the detailed reports of its twelve working groups, re-
ports just on issue (electronic participation) with two “dissenting opinions”, and presents 
reflections of the members of the committee on their work.

Overall, a unique internet policy paradigm is still in the making. This poses a dependent 
variable problem for the discourse dimension of our analysis since it can not generally be 
deduced what an internet policy argument or frame would look like as distinguished for ex-
ample from an “old“ data protection argument. We account for this problem in our research 
design. We proceed mostly inductively, and look for differences in the discourses over time 
in a carefully selected case, i.e. data retention. Internet activists regard the issue of data 
retention as very important because “old” politicians that have not grasped the internet po-
licy paradigm yet do not understand the implications of data retention (see for example 
Beckedahl/Lüke 2012, 35f.). Hence, data retention is a crucial (most likely) case, i.e. an 
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issue which internet activists and politicians should try to discursively intrude and where 
they should therefore contest established policy images and paradigms.5

2 Short history of data retention conflict 

Data Retention  is a legally complex, emotionally charged, and also lengthy topic which 6

goes far back to the 1990s. In Germany it was discussed in 1996 for the first time when 
telecommunication law was liberalized in the policy context of data protection. This took 
place in the analogue century of stationary and place-bound-communication. At that time 
the issue of data retention was an implicit element of the political discourse which became 
explicit with the draft bill in 1999 when the (opposition) christian-democratic party failed to 
lower existing standards in the request of traffic data.

Soon after, the digital transformation–the Internet, the 24/7-application of smartphones, 
Internet-enabled devices, and the web 2.0–has become part of our everyday lives. Pre-
viously inaccessible and by that time big data can be collected and stored digitally. On the 
one hand this can be considered as a fascinating new possibility for anything and every-
thing. On the other hand big data enables internet provider and commercial companies to 
draw individual motion profiles of each and every customer–without their consent or even 
knowledge of it. In light of the disruptive tension, it is evident why data retention entered 
the political agenda time and again. As we will show in the following sections it was from 
the very beginning on a crucial and contested policy issue among politicians, Internet ex-
perts, and not least the affected citizens.

When the US 9/11-terrorism act happened in 2001–followed by terrorism acts in Madrid 
2004 and in London 2005–the policy image of internal security shifted towards a strong 
focus on combating terrorism. Data retention was one of the concise answers. The raising 
world wide awareness of new threats for the national and internal security increased the 
number of new national standards to fight terrorism domestically. To harmonize the very 
different national data retention approaches among the member states of the European 
Union, an EU data retention directive (No. 2006/24/EG) had been adopted in 2006 . 17 7

articles of the directive described precisely the categories and types of data to store, and 
also the data access and the duration of storage (a minimum of six up to a maximum of 24 
month of storage, c.f. Article 6). At the end, it remained on the national scope of action to 
interpret the EU directive and bring up national law consistent with the directive’s provisi-
ons.

 See also below for further information (e.g. control case) on the discourse network analysis of our paper.5

 Data Retention is defined as the obligation to store telecommunication and Internet data by certain service 6

providers to retain personal and traffic data arising from telecommunication and Internet use and make these 
data available for security services when necessary.

 A chronology of events can be found in a timeline table in the Appendix of the paper. It also serves as data 7

and fact basis for this chapter.
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Germany dealt with the EU data retention directive in the Bundestag and adopted the first 
data retention act in 2007 (c.f. details Szuba 2011). The first data retention act encompas-
sed a number of changes and reforms of telecommunication law (orig.: Telekommunikati-
onsgesetz, TKG), namely the introduction of preventive data retention over a period of six 
months. Moreover it effected some changes of the criminal trial law especially regarding 
the right for telecommunication observation, the enquiry of traffic data, and also the confis-
cation of electronic storage media. Lastly, procedural rules regulating undercover investi-
gations had been harmonized by the revision of compulsory notifications.

The day before the act should have been taken into force (on the 1st of January 2008), a 
group of 34,000 citizens filed a collective constitutional complaint at the German Federal 
Constitutional Court (orig.: Bundesverfassungsgericht, BVerfG). Coordinated by the inte-
rest group actor Data Retention (orig.: Arbeitskreis Vorratsdatenspeicherung) the initiative 
aimed to prevent data retention in Germany. After judicial scrutiny, the German Federal 
Constitutional Court declared the data retention act as being incompatible with German 
constitutional law (Article 10 I GG: right of mail protection and telecommunication secrecy) 
with the consequence, that the act was repealed in 2010. 

In 2014, before the Coalition of CDU/CSU and FDP had brought up a new data retention 
bill in Germany, the European Court of Justice considered the EU directive 2006/24/EG. 
The question whether the directive was conform with the Charter of Fundamental EU 
Rights and the treaty of European Union was answered negatively with regard to personal 
data and privacy rights. Accordingly, the EU data retention directive was repealed. 

The decision of the European Court of Justice in 2014 could have been the end of the data 
retention story in the European Union. Lastly, after repealing the EU directive the obligati-
on to incorporate EU community law was no longer maintained. Furthermore, in Germany 
as in other EU-countries, the amount of public protest against the data retention act was 
remarkable. The political process was accompanied by some harsh criticism that state in-
tervention could be too far reaching and unacceptable because it leads to an Orwellian 
state.

Notwithstanding these concerns the Grand Coalition proposed another draft bill in 2015 
after devoting a great deal of time to discussing different scenarios (e.g. the quick freeze 
solution) and to attracting a majority for the second data retention act. Whilst CDU/CSU 
officials pushed the revision of law, SPD members were disunited over the issue. After the 
terrorism attacks in January 2015 in Paris (Charlie Hebdo) the discussion more and more 
accelerated. It finally culminated in an agreement between the German federal chancellor 
Angela Merkel (CDU), the vice-chancellor Sigmar Gabriel (SPD), and the Minister of inter-
nal affairs Thomas de Maizière (CDU) to adopt a second data retention act. Due to an in-
ner party conflict of the Social democrats, 200 party delegates came together on a party 
convention to take a decision. With a small majority of 60 percent behind him, the federal 
minister of justice, Heiko Maas (SPD), who himself was long enough not in favor of a se-
cond bill, drafted the new data retention bill in coordination with the Minister of internal af-
fairs, Thomas de Maizière (CDU) (c.f. Gathmann 2015; Munziger/Das Gupta 2015). After 
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the repealing court decision in 2010 the proponents of the 2015 data retention act tried 
their best to design it to conform with constitutional law. 

In October 2015 the German Bundestag adopted the second data retention act which en-
compassed a number of changes: The duration for data storage was curtailed down to four 
weeks for location data and to ten weeks for telecommunication- (number, time, duration of 
talks) and Internet data (IP addresses, Internet connection). In the new bill clear rules on 
who is allowed to use the data for certain cases (and only by official authorization) and 
also clear definitions for a number of exceptions were stated. 

Interest groups again pushed hard against the law. And also Green party members–which 
had been a data retention opponents since the very first time–announced in parliament to 
litigate against the act.

3 Empirical analysis

3.1 Method and Data
The analysis proceeds in three steps. First, from an institutionalist perspective we trace the 
purpose of the DAC to prove whether Internet policy has found a venue in parliament. Sin-
ce it was adopted in the 18th session of parliament for the first time, we examine its struc-
ture and competency by reviewing the rules of procedure. To draw a comprehensive pictu-
re, we include scholarly results and also media reports to the qualitative secondary analy-
sis.

Second, a discourse network analysis is used to figure out whether the policy image or pa-
radigm of data retention policy has shifted over time in the direction of internet policy. “Sin-
ce the argumentative turn in policy analysis, scholars have increasingly focused on dis-
course as an explanatory factor for the analysis of policy processes” (Muller 2015). On the 
other hand over the past two decades there is a boom in the scholarly use of network ap-
proaches and network analysis in political science to point out the impact of political actors’ 
interactions on policy results (Lang/Leifeld 2008: 223). Hence, the integration of content 
analysis and social network analysis to a discourse network analysis seems promising. It 
allows not only to draw comprehensive pictures of complex political phenomena, but also 
to overcome the lack of objectified and standardized measuring in qualitative methods. 

Third, we analyze how parliamentarians act to overcome cognitive, organizational, and in-
stitutional friction to promote internet policy strategically as a new paradigm. The beha-
vioral analysis therefore concentrates on (individual) voting results, time-statement-relati-
ons, and inside-outside-mobilization. Data comes from parliamentary official protocols, 
printed matters, and dossiers of the 16th and 18th legislative sessions. Moreover, we con-
ducted in-depth interviews with members of the DAC in 2016 . In order to both elicit the 8

parliamentarians’ own attitudes and strategies of their membership in the DAC (e.g. gene-
ral interest in digital topics, see oneself as an Internet expert, want to promote an Internet 

 We talked with five members of the DAC from different political parties. Due to the agreement to assure 8

personal rights, all quotations are anonymized. 
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policy paradigm, etc.) we employed both, a template of questionnaire and a number of 
open questions. At the end, we compare the results with the observable reality of MPs’ ac-
tivities.

The three steps of our analysis take up all relevant aspects of the political sphere: polity 
(institutional dimension, illustrated here: venue), policy (discursive dimension, illustrated 
here: policy image), and politics (behavioral dimension, illustrated here: inside-outside-
mobilization).

3.2 Analysis and findings

POLITY–Institutional change: Promises and pitfalls of the digital agenda committee
Due to digitalization, society has changed a great deal. In February 2014 the Bundestag 
adopted a new standing committee to oversee the federal government’s Digital Agenda: 
The Digital Agenda Committee (DAC, orig.: Ausschuss Digitale Agenda). It was the first of 
its kind in the European Union. Up to that time in the Bundestag, there was a sub-commit-
tee New Media under the responsibility of the standing committee Culture and Media 
(orig.: Kultur und Medien) concerned with issues of digitalization. The creation of the stan-
ding committee comes as a result of the Enquete commission Internet and digital Society 
(orig.: Internet und digitale Gesellschaft). At the end of its term in 2013 the commission is-
sued a recommendation on the establishment of a standing committee to bring some digi-
tal expertise inside parliament.

The DAC started its business with 16 ordinary and 16 deputy members. The main objec-
tive was to observe, accompany and supervise the Government's Digital Agenda. Although 
committee members could also take up issues on their own authority, they still lack to be 
responsible in law-making. This restriction can be explained by the fact that the DAC does 
not mirror any governmental department (in contrast to all other committees). Hence, wi-
thout the existence of a ministry for digital affairs, the DAC in parliament can only function 
as an advisory committee to other committees (c.f. Bundestag 2016a).

Apart from the remarkable restrictions in law-making, members of the DAC can invite oral 
governmental reports on all issues of the Digital Agenda and build up networks with inte-
rest group actors outside parliament or even parliamentarians of other nations (c.f. Bun-
destag 2016e). In their first year committee members also figured out innovative ways to 
better connect with citizens outside parliament (e.g. they tested an online participation tool 
to invite registered citizens to take part in the committee business , c.f. Bundestag 2016b).9

However, the balance after one year in office was negative. Media reports and Internet 
blogger lambasted the DAC for a wide gulf between ambition and reality when taking into 
account activities and results. Authors counted how often and for what purposes the DAC 
met during the year. Disappointed about the result of 28 sessions, they also highlighted 
the very few number of six public hearings. Instead of making the committee business 

 The documentation of the pilot project goes back to mid of 2015 and can be found on the webpage of the 9

German Bundestag. 
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more transparent for public, they argued, committee members preferred to sit behind clo-
sed doors (c.f. Voß 2015; Schnoor 2015).

From the institutionalist perspective the establishment of the DAC can be interpreted as a 
visible sign to indicate that Internet policy has arrived in parliament. The establishment of 
the DAC is not only a remarkable institutional change that as such invites interpretation. 
Moreover and in light of our theoretical perspective, the issue of data retention in parlia-
ment is a crucial, i. e. a most likely case for the potential evolution of a internet policy net-
work in two respects. First, we focus on parliament as one “knot” of such a policy subsys-
tem because parliaments are more accessible to new issues than the executive branch of 
government. Members of parliament listen to their constituents and the general public and 
consistently try to find issues they can promote. Change in the committee structure is less 
costly and hence more likely than in the ministerial bureaucracy (c. f. Baumgartner/Jones 
2009, 193). The DAC proves this point and its purpose is in fact said to permanently esta-
blish the issue of internet policy and digital society in parliament (c.f. Bundestag 2014). 
Although the DAC is not a responsible committee, we expect that digital experts will never-
theless try to make it a venue for internet policy in parliament in some way. Second, we 
share the general expectation, i.a. expressed in a press release of the Federal govern-
ment (Bundesregierung 2014), that data retention is a highly relevant issue for internet ac-
tivists. Therefore, we expect that digital experts in parliament will try to influence the policy 
image of data retention as well as to access the data retention policy network in parlia-
ment.

POLICY–Data retention discourse networks 2001, 2007, and 2015

Method

There are a couple of established methods for analyzing discourses like Critical discourse 
analysis or Frame mapping. Yet, these methods mainly focus on content of discourses but 
neglect actors and how these are related to contents.  Since we are interested not only in 10

potential changes in policy images but also in who attempts to produce those, a method is 
needed that allows to analyze relations between contents and actors in discourses. The 
software tool Discursive Network Analyzer  makes it possible to combine category-based 11

content analysis and social network analysis and computes different kinds of networks. We 
use affiliation networks in which the positive or negative relation of individual or collective 
actors to concepts are represented.12

 For a discussion of content-oriented approaches, their advantages and limitations see Leifeld 10

(2016, 37–51).

 See https://github.com/leifeld/dna and Leifeld (2016, 291–321).11

 See Leifeld (2016, 62–64) on how affiliation networks are computed.12
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Data

The data set of the discourse network analysis consists of the protocols of the plenary 
sessions of all three readings of three bills.  These are the two data retention bills (of 13

2007 and of 2015) passed into law by Grand Coalitions of CDU/CSU and SPD. In addition, 
we include a bill in the data set introduced by the christian-democrats (CDU/CSU) in 2001. 
It included provisions for preventive retention of telecommunications data. We selected 
that bill because, at one the hand and in retrospect, it belongs to the history of the data re-
tention debate (see Gausling 2010, 47). On the other hand, there had been no community 
of internet activists and a respective discourse in Germany or even the Bundestag  yet. 14

Hence, we assume that these debates are free of arguments that are specific for this 
community. In that sense, this bill functions as a control case.

The protocols were split up by speaker (producing 60 documents), read, and manually en-
coded. We arrived at our codes by inductive content analysis and used the following pro-
cess to ensure intercoder reliability. During first readings of the protocols we independently 
created lists of general claims that cover arguments made for and against the bills and 
data retention respectively. The lists were compared, merged and reduced to a final list of 
30 general claims that were then grouped by policy domains (legal, security, and internet, 
see appendix). Finally, notes were added to create our codebook. The protocols were then 
encoded by two coders independently. Coding results were compared, discussed, and–if 
necessary–harmonized.

Whenever an actor made a statement covered by our codes, this was coded as a claim, 
adding information about the actor, the organization (see appendix), the date, and whether 
she or he agreed to the claim . This way we encoded 393 statements of 38 individual ac15 -
tors and seven organizations respectively. In addition, we created notes with information 
about the context of the debates for further interpretation of the discourse networks.

Descriptive Analysis

Figure 1 shows the number of general claims and the sum of references to these claims 
for each of the three debates.

 See appendix. Further documents–protocols of public hearings, protocols of committee mee13 -
tings, transcription of interviews–are to be included in the analysis in the future but could not be 
covered for this paper at the time of writing.

 See also the assessment in retrospect of internet activist that there were almost none internet 14

policy competent parliamentarian around that time, Beckedahl/Lücke (2012, 36).

 All claims were phrased from the direction of the bills, i.e. in agreement with data retention to 15

make the binary variable agreement/disagreement unambiguous.
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Figure 1: Number of general claims used and number of statements in 2001, 2007, 2015

As can be seen, there is very little activity (just seven references to four claims) in 2001. 
There are two major reasons for that. The draft bill was introduced by CDU/CSU being in 
opposition at that time. Draft bills by opposition parties usually get discussed together with 
draft bills by the majority parties which results in a focus of the debate on the latter ones. 
This was especially true in that case, when the draft bill was discussed together with the 
first Sicherheitspaket (“security package”), i.e. the German version of the US patriot act, 
the then red-green government introduced after 9/11. In 2007, we already see the usage of 
over five times the number of claims with over one hundred references. This does not real-
ly come as a surprise since the first data retention act was highly politicized. The number 
of general claims used increases slightly in 2015 with a remarkable increase in references.

Figure 2 to 4 show affiliation networks of the plenary debates of the bills of 2001, 2007, 
and 2015 respectively. Circled nodes represent collective actors (parties party-affiliated 
parts of the government) and squared nodes represent general claims in the debate. The 
size of the nodes represent degrees of relationships. Collective actors that relate to more 
claims are represented by bigger nodes. Claims to which more actors refer to are repre-
sented by bigger nodes. Green links between actors and claims mean that actors agree 
with the claim, red links that they disagree. Numbers at links are the sum of references 
(i.e. link weights) to the claim where positive numbers mean agreement and negative 
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number disagreement. For example, -3 means that an collective actor disagreed three ti-
mes with a claim.  The length of the links and the rest of the layout are optimized for rea16 -
dability and include no further information about the network.

Figure 2: Discourse network: Draft bill CDU/CSU 2001

Since the draft bill of 2001 is our control case, we would not expect to find (m)any specific 
internet policy claims. Indeed, only security claims are used (although one could argue that 
the claim regarding profiles of movement is an internet policy claim).

 Since numbers are sums of statements by individual actors belonging to a collective actor that 16

could either mean that one individual actor disagreed three times, one individual actor disagreed 
two times and another one one time, or three individual actors disagreed one time each.
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Figure 3: Discourse network: Data Retention Act 2007

Figure 4: Data Retention Act 2015

Preliminary interpretation will follow in the presentation 
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POLITICS–Voting behavior and inside-outside-mobilization
Table 1 summarizes most relevant facts of data retention law making. Since the 2001 draft 
bill was not adopted, we concentrate only on successfully adopted data retention acts. 
With regard to the governing parties (Grand coalition), the initiator of the bills (ministry of 
justice), and the responsible committee in parliament (committee of legal affairs) we detect 
a number of commonalities in 2007 and 2015. What is different is that the draft bill 2007 
referred to the EU data retention directive whereas in 2015 it was no longer required to 
adopt data retention law. Further, we can see for the second draft bill the digital agenda 
committee, which did not exist before, to give its expertise and opinion. Further, as we can 
see from voting results, the number of dissidents shows a remarkable increase. All of the 
43 dissidents in 2015 were members of the social-democratic party. What does this por-
tend?

Table 1: Synopsis of data retention law making in 2007 and 2015
Issue Data Retention Act 1 Data Retention Act 2

Legislative period 16th, 2005-2009 18th, 2013-2017

Governing parties/majority in 
parliament

Grand Coalition: CDU/CSU and SPD Grand Coalition: CDU/CSU and SPD

Bill with reference to... EU directive 2006/24/EG none

Initiative of law – initiative presented by the ministry of 
justice
– submitted to parliament by government

– two initiatives equally worded, 
presented by the ministry of justice
– submitted to parliament by 
parliamentary factions of CDU/CSU and 
SPD
– submitted to parliament by government 
(later rejected by parliament) 

Bundesrat's approval required by 
initiative?

no no

Instructed committees legal, internal affairs, food & agriculture & 
consumer protection, culture & media
economy & technology, finance (subse-
quently) (1+5)

legal & consumer protection, internal 
affairs, finance, economy & energy, trans-
port & digital infrastructure, human rights 
& humanity, European affairs, Digital 
Agenda (1+7)

Committee responsible committee of legal affairs committee of legal affairs and comsumer 
protection

Changes of bill by committee? yes yes

Form and content of changes by 
committee

– Legal prohibition of data confiscation for 
people in sensitive positions, 
– procedural rules of telecommunication 
observation, secret online searches and 
searches in storage media without official 
permission 

– Evaluation and reporting after 36 
months in particular on the impact of 
criminal prosecution, additional costs, and 
compliance of data protection rules

Date of final vote (by name) 09.11.2007 16.10.2015

Voting result (y/n/abst.) 366:156:2 
(from total votes cast: 524, missing: 89)

404:148:7 
(from total votes cast: 559, missing: 71)

Number of dissidents opposition parties (all)
11 MPs from the Grand Coalition

opposition parties (all)
43 MPs from the Grand Coalition

Issue
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Source: Compiled by authors based on Bundestag 2016c and Bundestag 2016d.

We talked to DAC members to find out about their idea of data retention and Internet poli-
cy more generally. The results can help to explain the number of dissidents on the data 
retention draft 2015. DAC members from the SPD were commonly against data retention. 
However, they did not want to jeopardize the procedure. What they did instead was to ar-
range representation in the DAC on the voting day. Committee members generally descri-
be themselves as digital experts in parliament (c.f. Interview ###). Surprisingly, related to 
content almost all of them seem to interact more with outside Internet experts than with 
colleagues from their own factions. —> Shared policy image not inside, but outside par-
liament? 

4 Conclusion 
To learn whether Internet policy has become a comprehensive policy paradigm in the Bun-
destag, legislation on data retention was analyzed as a most likely case for a formation of 
it. In a before-and-after case study, we used discourse network analysis to study the ef-
fects of committee jurisdictional changes, related discourses and framing processes, the 
formation of issue coalitions (within and beyond committees) as well as strategies of indi-
vidual members of parliament. 

Preliminary interpretation of our descriptive analysis will be shared in the presentation

Grand Coalition's dissidents by party 
(abst.)

CDU/CSU: 4 (0), SPD: 7 (2) CDU/CSU: 0 (0), SPD: 43 (7)

MPs missing the vote (from Grand 
Coalition)

CDU/CSU: 30, SPD: 37 CDU/CSU: 35, SPD: 14

Data Retention Act 1 Data Retention Act 2Issue
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Appendix

A. Codebook

Overview of the data set
BT PlPr 14/192 First reading 
BT PlPr 14/227 Second and third reading
BT PlPr 16/109 First reading Data Retention Act of 2007
BT PlPr 16/124 Second and third reading Data Retention Act of 2007
BT PlPr 18/110 First reading Data Retention Act of 2015
BT PlPr 18/131 Second and third reading Data Retention Act of 2015

List of codes

Statements

– Legal claims

There is no inappropriate interference in private lives
There is no inappropriate interference in the fundamental right of privacy
Interference in fundamental rights is legitimate because it needs judicial approval
Preventive DR  does not constitute an Orwellian State17

DR has to be preventive
Private actors are the real danger for privacy
DR conforms to constitutional law (national)
DR conforms to constitutional law (EU)
DRA improves protection of (fundamental) rights
EU directive demands DRA
DRA (just) implements EU directive
DR is restrictive compared to regulations in other countries
DRA still allows Whistleblowing

– Security claims

DR is necessary to combat severe crimes
DR is conducive to combat severe crimes
DR is effective in combating severe crimes (as seen in countries with DR)
DR is effective in combating severe crimes (as seen in single cases)
DR is effective in combating severe crimes (as shown by studies)
Profiles of movements are justified to combat severe crimes 
Profiles of behavior are justified to combat severe crimes 
Profiles of personal character are justified to combat severe crimes 
DR can provide exculpatory evidence
DR can prevent acts of terror
Regulations are minimal, i.e. apply only to severe crimes
Government has a duty to protect security

– Internet policy claims

 DR=data retention17
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Amount of stored data can still be processed
Data can be protected against hacking and abuse
Provider retain data anyway
Only traffic data is retained

– Residual category

Increase in bureaucratic burden is appropriate

Organization
CDU/CSU
SPD
BÜNDNIS 90/DIE GRÜNEN
FDP
Die LINKE
Government CDU/CSU
Government SPD

B. Comprehensive data retention timeline

Date Event Level of 
decision 
making

2002

12.07 Directive 2002/58/EC of the European Parliament and of the Council of 12 July 
2002 concerning the processing of personal data and the protection of privacy in 
the electronic communications sector (Directive on privacy and electronic 
communications)

national & 
EU

2004

28.04
.

A number of national governments (France, Ireland, Sweden, UK) submit the pro-
posal of a framework decision to the council of ministers.

national & 
EU

2005

17.02
.

The members of the German Bundestag declare themselves against any kind of 
data rentention and ask the German government to also be against data retention 
law on the EU-level.

national

08.09
.

EU 25 ministers of Justice and Home Affairs decided to adopt a Framework Decisi-
on on data retention which would oblige telecommunications operators to record 
telephone and internet communications.

EU

21.09
.

The EU-Commission and the Council of the European Union propose a directive 
for data retention.

EU

2006

15.03
.

The European Parliament votes for the EU directive on data retention (2006/24/
EG).

EU
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13.04
.

The EU directive on data retention is released to the public. EU

03.05
.

The EU directive on data retention takes effect. EU

01.06
.

Ireland and Slovakia bring the EU directive on data retention before the European 
Court of Justice (ECJ).

national & 
EU

26.10
.

The German Federal Constitutional Court prohibits the retention of T-Online cust-
omers' connection data.

national

2007

27.06
.

Draft bill of the Federal Government: Act Reforming Telecommunications Surveil-
lance and Other Covert Investigative Measures and Transposing Directive 2006/24/
EC (BT-Drs. 16/5846).

national

15.09
.

The deadline of the EU directive on data retention for Telecommunication expires 
(c.f. (2006/24/EG, Art.15 Section 1).

EU

21.09
.

The permanent committee of justice (of the German Bundestag) holds a public 
hearing on data retention.

national

09.11
.

The German Bundestag votes for the reform of the telecommunication data retenti-
on, namely the data retention act.

national

30.11
.

The Bundesrat votes for the data retention act. national

26.12
.

The data retention act will be signed with strong reservations by the German Fe-
deral President Horst Köhler.

national

31.12
.

A collective constitutional complaint will be filed with the German Federal Constitu-
tional Court in Karlsruhe against the data retention act. 

national

2008

01.01
.

The data retention act is promulgated in Germany. national

11.03
.

Temporary injunction in the matter of "data retention" of the Federal Constitutional 
Court.

national

01.07
.

The ECJ deliberates the directive on data retention. EU 

03.09
.

The German government presents first results on the usage of Telecommunication 
data retention.

national

28.10
.

The Federal Constitutional Court grants in part an application for the issuing of an 
extended temporary injunction with regard to the provisions on the retention of 
telecommunications traffic data.

national

2009

15.03
.

The deadline of the EU directive on data retention ends up for Internet access, In-
ternet phone connections and Emails.

EU & 
national

2010

Date Event Level of 
decision 
making
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Source: Compiled by authors based on official documents.

02.03
.

The German Federal Constitutional Court declares the data retention act from 2007 
as being unconstitutional.

national

2011

18.04
.

The EU commission publishes a report on the EU directive 2006/24/EG EU

14.09
.

An electronic petition submitted to the German Bundestag reaches the quorum of 
50.000 signatures to force a public hearing with the petitioner in the committee.

national

27.10
.

The EU commission asks Germany formally to transpose the EU directive 2006/24/
EG into national law.

EU & 
national

2012

15.10 The petition committee holds a public session on the topic of data retention. national

2014

12.01
.

The minister of internal affairs Thomas de Maizière (CDU) and the minister of 
justice Heiko Maas (SPD) agree on waiting for the decision of the European Court 
of Justice before proposing a new data retention bill.

national

08.04
.

The ECJ declares the EU directive 2006/24/EG as being repugnant with European 
Common Law.

EU

2015

18.03
.

The German Bundestag holds a question time on data retention. national

20.05
.

The political faction Die Linke states a motion against data retention. national

09.06
.

The governmental factions CDU/CSU and SPD propose a new data retention bill. national

17.06
.

The German government proposes a new data retention bill (with the same 
wording)

national

18.06
.

First reading in the German Bundestag. national

21.09
.

Public audition in the committee of legal affairs and consumer protection. national

16.10
.

Second and third reading in the German Bundestag and final vote for the data 
retention act. 

national

Date Event Level of 
decision 
making
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